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A large proportion of South African Small, Medium and Micro Enterprises (SMMEs) make use of customised internal control initiatives and customised risk management practices to mitigate and/or manage risks, to provide reasonable assurance regarding the attainment of objectives in the foreseeable future. According to research studies however, the aforementioned internal control initiatives and risk management practices are deemed to be inadequate and/or ineffective. This is especially the case as these business entities are predominantly focused on preventing generic risks in relation to the safeguarding of assets and independent checks, while ignoring key risks which may be detrimental to the attainment of their objectives. Since approximately 70% of South African SMMEs fail after being in existence less than four years it is highly probable that these business entities are not paying enough attention to mitigate and/or manage key risks (potential loss events) and controlling actual loss events. Hence, this exploratory study places emphasis on theoretically investigating loss control and sound loss control strategies evident in South African SMMEs.
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1. Introduction

Small, Medium and Micro Enterprises (SMMEs) are regarded as the driving forces of many economies around the globe (Hill, 2001; Park, 2001; Wren and Storey, 2002) particularly due to the socio-economic value they add (Stokes and Wilson, 2010). This is no different in South Africa as these business entities are responsible for adding socio-economic value to the national economy by means of reducing unemployment and alleviating poverty (Chepurenko, 2010; Amra et al., 2013; Chimucheka, 2014). Albeit the aforementioned, previous studies (Kabiawu, 2013; Wiese, 2014) suggest that South African SMMEs have one of the worst sustainability rates in the world. This is particularly the case since 70% of these business entities have been
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reported to fail after being in existence for less than four years (Cant and Ligthelm, 2002; Van Eeden et al., 2003; Biyase, 2009).

Over the years probable reasons for the latter dispensation were researched (Wessels, 2000; Brink et al., 2003), where it was found that the sustainability of South African SMMEs is adversely impacted by actual loss events which stem from economic factors. Examples of these factors include, inter alia economic uncertainty, extensive red tape, high inflation rates, high taxation rates, high levels of crime, volatile exchange rates, volatile market conditions, weak service delivery, skills shortage, non-payment of customers, poor cash flow management and high overhead costs (Kunene, 2008; Statistics South Africa, 2014; SAICA, 2015).

From the above it becomes apparent that South African SMMEs should make use of sound internal control initiatives and sound risk management practices in order to mitigate and control risks, to provide reasonable assurance surrounding these business entities’ overall sustainability. According to two local studies conducted (Smit, 2012; Siwangaza, 2013) it was found that these business entities make use of customised internal control initiatives and customised risk management practices that are often regarded as inadequate and/or ineffective to provide reasonable assurance regarding the attainment of business objectives in the foreseeable future. Hence it is probable that the customised internal control initiatives and customised risk management practices used by South African SMMEs may be on the back-foot, as these features may unknowingly allow potential loss events to transform into actual loss events due to their reactive nature. In such cases, actual loss events should be managed to such an extent that it has an absolute minimum adverse impact on the attainment of objectives in the foreseeable future.

Using the above as a basis, for this research study a literature review was conducted with the main intent to highlight gaps in customised internal control initiatives and customised risk management practices in South African SMMEs by theoretically exploring their loss control and loss control strategies. Throughout the remainder of this paper, relevant discussion take place under the following sections: 1) research design, 2) literature review, 3) conceptualising loss control and loss control strategies, 4) conclusion, and 5) avenues for further research.

2. Research Design

For this study, non-empirical research was conducted, which fell within the interpretivist research paradigm; constituting qualitative research. This study took the form of an exploratory literature review whereby secondary data were analysed with the main intent to conceptualise relevant terms and to identify gaps in customised internal control initiatives and customised risk management practices in South African SMMEs by theoretically exploring their loss control and loss control strategies. Throughout the remainder of this paper, relevant discussion take place under the following sections: 1) research design, 2) literature review, 3) conceptualising loss control and loss control strategies, 4) conclusion, and 5) avenues for further research.

Table 1. Secondary data sources consulted for this research study

<table>
<thead>
<tr>
<th>Source Type</th>
<th>Quantity</th>
</tr>
</thead>
<tbody>
<tr>
<td>Journal articles</td>
<td>28</td>
</tr>
<tr>
<td>Professional webpages</td>
<td>7</td>
</tr>
<tr>
<td>Books</td>
<td>7</td>
</tr>
<tr>
<td>Theses</td>
<td>7</td>
</tr>
<tr>
<td>Reports</td>
<td>4</td>
</tr>
<tr>
<td>Conference papers</td>
<td>4</td>
</tr>
<tr>
<td><strong>TOTAL</strong></td>
<td><strong>57</strong></td>
</tr>
</tbody>
</table>

Source: Own Source

3. Literature Review

As previously mentioned, South African SMMEs add significant socio-economic value to the South African economy. The socio-economic value added by these entities are placed in perspective by previous studies (Fatoki and Odeyemi, 2010; Naidoo and Urban, 2010; Swart, 2011; Bruwer, 2016) which show that South African SMMEs provide employment opportunities to an estimated 80% of the national workforce, while simultaneously contributing at least 30% to the national Gross Domestic Product (GDP).

Notwithstanding the above, South African SMMEs are believed to have one of the worst sustainability rates in the world as up to 70% of these business entities fail after being in operation for four years (Wiese, 2014). In recent times studies show that the sustainability of South African SMMEs have not improved greatly over the years as an estimated 75% of these business entities are believed to close their doors after being in operation for only three years (Cant and Wiid, 2013; Moloi, 2013; Mutezo, 2013).
The sustainability of South African SMMEs is adversely influenced by an array of actual loss events, as spurred on by economic factors. This phenomenon is placed in better perspective when shedding light on the harsh South African economic environment. It quintessence, previous studies suggest that the South African economic environment serves as a perfect breeding ground for risks to realise in, making it very difficult for these business entities to remain in operation (Herrington and Kew, 2013; Bruwer, 2016). Although South African SMMEs face risks on a daily basis, most of these risks stem predominantly from the economic environment which has a direct negative influence on their overall sustainability (Steyn and Steyn, 2006; Cant and Wiid, 2013; Hart, 2014).

Despite the fact that risks should be properly mitigated by sound internal control initiatives and sound risk management practices, South African SMMEs make use of customised internal control initiatives and customised risk management practices which are not deemed as adequate and/or effective (see Section 1). Moreover, studies conducted by Gledon et al. (2016) and Rudman and Sahd (2016) suggest that the intrinsic nature of formal internal control initiatives and formal risk management practices are gradually changing from being proactive to being reactive due to, inter alia, the rapid advancements in technology and the man-made nature of internal control initiatives and risk management practices. Thus, risks may unknowingly realise and cause damage to the sustainability of South African SMMEs.

4. Conceptualising Loss Control and Loss Control Strategies

Throughout this section relevant discussion takes place to provide a platform to conceptualise the terminologies of “loss control” and “loss control strategies”. Following this, loss control and loss control strategies evident in a South African SMME dispensation are also discussed to provide an understanding of the gaps in customised internal control initiatives and customised risk management practices in South African SMMEs.

4.1. Understanding Risk (Potential Loss Events)

The concept of “risk” is commonly associated with uncertainty, mainly since events with unpredictable outcomes hold risks (Nissanke and Dammag, 2002). In a business dispensation, a risk is often described as an event which may or may not take place, which may or may not have a positive and/or negative influence on the attainment of business objectives (IIA, 2003; Spekman and Davis, 2004). In order to conceptualise this term within the ambit of this study, a non-exhaustive list of definitions for “risk” was covered (Valsamakis et al., 1999 cited by Ngolo, 2013; Andersen and Terp, 2006; Ritchie and Brindley, 2007; ISO, 2009; Wu and Olson, 2009; Soltanizadeh et al., 2010) from where it was viewed as an 1) uncertain event which, 2) may or may not happen which, 3) stems from inside or outside a business, which 4) can either have a positive or negative influence on the attainment of business objectives. Hence, using the aforementioned as a basis, and within the ambit of this study, risk was conceptualised as follows:

A risk is an internal or external uncertainty which may or may not happen, which will have an influence on the attainment of a business’ objectives in the foreseeable future, if it realises. This influence can either be positive or negative.

In commerce, risks are inevitable (Bowling et al., 2003) as they are apparent in all business-related activities (e.g. procurement, goods receipts, sales, etc.) and evident across various levels in a business (e.g. strategic level, reporting level, operational level, etc.). Among the many difference groupings of risks, they are commonly demarcated into three categories, namely that of: 1) pure risks, 2) incidental risks, and 3) inherent risks. These categories of risks are briefly discussed below (Valsamakis et al., 2000; Tchankova, 2002; DEAT, 2006; Fraser and Henry, 2007):

- **Pure risks**: These risks are non-speculative in nature, and their potential influence on the attainment of business objectives is negative. Such risks are attributed to specific events that can be insured against, and can only realise into actual loss events. Examples include identity theft, injuries on duty and natural disasters.
- **Incidental risks**: These risks can be either speculative and/or non-speculative in nature, and naturally stem from business-related activities and/or macro-economic factors. Albeit the latter, these risks do not directly influence the attainment of business objectives, but rather does so on an indirect basis. Examples include changes in productivity, changes in interest rates and changes in inflation rates.
- **Inherent risks**: These risks naturally form part of the business. In layperson’s terms, such risks can be either speculative and/or non-speculative in nature, stem from business-related activities and/or
macro-economic factors, and directly influences the attainment of business objectives. Examples include overall compliance, product/service complexity and human error.

From a South African SMME perspective, these three categories of risks are often intertwined with one another, which make it difficult to mitigate and/or manage. This is particularly so since management of these business entities mix their personal objectives with that of their SMMEs’ objectives (Carlton, 1999). According to St-Pierre and Bahri (2006) all relevant risks in SMMEs should be adequately managed and/or mitigated, regardless of whether they have direct or indirect influenced on the attainment of business objectives. Notwithstanding the classification of risks above, risks can also be demarcated in the following four groups (Remenyi and Heafield, 1996; Smit, 2012:47-51; Bruwer et al., 2013; Sin and Ng, 2013):

- **Strategic risks**: These risks influence the attainment of a business’ vision and mission, and serves as the foundation to achieve its objectives. Examples include the loss of market share, the loss of competitive advantage and impairment to business reputation.
- **Operational risks**: These risks have a direct influence on the effectiveness, economy and efficiency of operations in a business, as well as the attainment of relevant business objectives. Examples include the operational inefficiencies, supply chain interruptions, appointment of incompetent and/or untrustworthy personnel and inadequate and/or ineffective of internal control systems. A system of internal control is a structured process whereby reasonable assurance is provided to management surrounding the attainment of business objectives in the foreseeable future (COSO, 2013).
- **Reporting risks**: These risks have a direct influence on the integrity and reliability of information, be it financial or non-financial in nature, including that of relevant business objectives. Examples include inaccurate and/or incomplete internal management reporting, inaccurate and/or unreliable financial reporting and incorrect and/or incomplete reporting to external stakeholders.
- **Compliance risks**: These risks have a direct influence on how compliant a business is in relation to relevant legislation, rules, regulations, policies and procedures, as well as the actual attainment of business objectives. Examples include non-compliance with applicable laws and regulations, non-compliance with policies and procedures and non-conformance to established internal control protocols.

Stemming from the above, clear tangent planes emerge that South African SMMEs face a magnitude of risks on a daily basis. Albeit the latter, the South African economic environment also serves as a type of breeding ground for risks to cultivate in (Herrington and Kew, 2013; Bruwer, 2016). For this reason, South African SMMEs should mitigate and manage potential loss events through means of deploying sound risk management practices, while simultaneously controlling actual loss events to have an absolute minimum adverse influence on the attainment of business objectives. Based on research conducted by Gledon et al. (2016) and Rudman and Sahd (2016) however, this task may prove to be difficult as, over the years, many risks have become only manageable on a reactive basis mainly due to rapid advancements made in technology. Hence, it becomes probable that the risks which South African SMMEs face on a daily basis tend to become actual loss events long before these risks can be properly mitigated and managed through sound risk management practices and sound internal control initiatives.

### 4.2. Conceptualising Loss Control and Loss Control Strategies

Even though actual loss events can be controlled through corrective control activities (to some extent), there appears to be a gap in existing literature. Corrective control activities are those activities which should correct errors and reduce the impact of exposed weaknesses stemming from actual loss events, while simultaneously discontinuing such circumstances from causing additional damage to the overall sustainability of a business entity, as quickly as possible (COSO, 2008; ISH, 2008; Cendrowski and Mair, 2009). Since more and more risks are being managed and mitigated on a reactive basis, it is highly likely that businesses, including South African SMMEs, may not: 1) identify risks which transform into actual loss events, 2) prevent risks which transform into actual loss events, and/or 3) detect risks which transform into actual loss events. In other words, the possibility exists that these businesses may be unknowingly adversely influenced by actual unidentified loss events which are not being mitigated and/or managed at all. This is where loss control comes into play. Although no formal definition exists for the term “loss control”, it does however relate to the terms “internal control” and “risk management”. The formal definitions of these two terms are provided below:

- **Internal control**: It is a process, as implemented by management, designed to provide reasonable assurance regarding the achievement of objectives relating to the economy, effectiveness and
efficiency of operations, the reliability of reporting information, and the compliance with applicable laws and regulations (McNally, 2013).

- **Risk management**: It is a process, as implemented by management, applied in a strategic setting and across a business entity, designed to identify potential events that may affect it, and manage risk to be within its risk appetite, to provide reasonable assurance regarding the achievement of its objectives (COSO, 2004).

Though detailed, these two formal definitions do not take into account the actual loss events. At most, the formal definition of risk management (above) only takes into account risks (potential loss events). The views of scholars around the globe (Öztas and Okmen, 2005; Woloch, 2006; Nilsen, 2007; Jannadi, 2008; Kwak and Smith, 2009; Lovejoy et al., 2010; Aven, 2011; Treasury Board of Canada, 2012; Langenhan et al., 2013; Wu et al., 2014) were compared to the formal definition of risk management as per the views of COSO (2004), from where it was found that risk management is: 1) an unspecified, yet systematic process which, 2) does not necessarily have to be implemented by management which, 3) relates to the manner in which risks are identified, analysed and treated, which 4) should keep the negative potential impact of risks at an absolute minimum in order to, 5) assist a business entity to become sustainable. In a business dispensation, the term “sustainability” encompasses the achievement of social responsibilities, environmental responsibilities and economic responsibilities (Husband and Mandal, 1999; Rodgers, 2010; Buys, 2012). Stemming from the above, the inference can be made that the views of scholars on risk management are similar to that of COSO (2004) in the sense that it is focused predominantly on the mitigation of risks (potential loss events), and not the controlling of actual loss events. Hence, using the above as foundation, the term “loss control” is conceptualised within the ambit of this study as follows:

*It is a systematic process that entails the appropriate controlling of previously unidentified, non-prevented and/or undetected risks which transformed into actual loss events. This is done by rapidly identifying, analysing and treating such loss events to have an absolute minimum adverse influence on the overall sustainability of a business entity, and assist it to achieve its relevant objectives in the foreseeable future.*

Building forth on the above, in order to identify actual loss events, a type of “radar” should be lodged. By doing so, actual loss events which adversely influence the attainment of strategic objectives, operational objectives, reporting objectives and/or compliance objectives should be “highlighted”. To do this however, each objective of a business should be known and thoroughly investigated in to: 1) determine whether any unidentified risks may have transformed into actual loss events, and 2) identify all unidentified risks which may adversely influence the attainment of business objectives in the foreseeable future. Following this, these actual loss events should be analysed (when did they start, what caused them to start, what damage have they caused, what are their potential impact, etc.) and treated accordingly (remove, share, mitigate, etc.) while newly identified potential loss events should be assessed and analysed to be properly mitigated and/or managed.

The manner in which loss control takes place in a business will be strongly influenced by management’s loss control strategy. Loss control is strongly associated with risk management (Lam, 2014). Such a strategy is formally defined by COSO (2004) as an all-compassing-process that takes into account relevant stakeholders in a business, including inter alia the business’ vision and mission, with the main intent to identify and manage potential loss events, within acceptable parameters (risk appetite), to provide reasonable assurance that relevant business objectives will be attained in the foreseeable future. Similarly to the previous terms, a loss control strategy can be interpreted subjectively in a commercial dispensation. The comparative views of scholars (Booker, 2005; Nguyen, 2007; Duong, 2009; Heyneke, 2010; IIA, 2012; Luper and Kwanum, 2012; Johnson and Johnson, 2013; Reding et al., 2013; Rais, 2014) on the aforementioned term show that a loss control strategy is: 1) a dedicated systematic and on-going process which, 2) is aligned with the strategy (vision and mission) of a business entity that, 3) entails the participation of different stakeholders across the relevant business entity which, 4) involves the identification and assessment of potential loss events along with the subsequent selection of appropriate response techniques that, 5) are aimed at reducing the likelihood of realisation and the potential severity of impact of these events to remain within acceptable levels while, 6) simultaneously providing reasonable assurance surrounding the attaining of business objectives in the foreseeable future. Hence, based on the above, and within the ambit of this study, the term “loss control” is conceptualised as follows:

*It is a structured, coordinated and continuous approach to manage potential loss events, which is instituted by management, while taking into account all relevant stakeholders and the strategy of a business entity, with the main intent to manage these events to keep their likelihood of realisation and*
their potential impact at absolute minimum levels, to provide reasonable assurance surrounding the attainment of a business entity’s objectives in the foreseeable future.

Although loss control strategies mainly relate to tactics used to mitigate and manage risks, these tactics generally set the tone at the top for how actual loss events are controlled in a business – similar to the role of governance. Depending on the potential impact and frequency of loss events (both potential and/or actual), businesses can make use of four generic tactics to address them, namely: 1) avoidance tactics, 2) sharing tactics, 3) mitigation tactics, and/or 4) acceptance tactics (see Figure 1).

![Figure 1. Four major tactics for loss control](source:Bauer and Bushe (2003))

These tactics are briefly explained below (Boubala, 2010; Jayathilake, 2012; Masama et al., 2012; Bruwer et al., 2013; Scannell et al., 2013; Venturini and Verbano, 2013; Sunjka and Emwanu, 2015):

- **Avoidance tactics**: Such tactics are deployed to terminate loss events with high frequencies and high potential impacts. This is generally done where potential loss events have high frequencies of occurring and high potential impacts.
- **Sharing tactics**: Such tactics are deployed to transfer potential loss events with low frequencies of occurring and high potential impacts. Examples of such tactics include, but not limited to insurance and outsourcing.
- **Mitigation tactics**: Such tactics are deployed to control loss events with high frequencies of occurring and low potential impacts. Examples of such tactics include safeguarding of assets, segregation of duties, independent reviews, etc.
- **Acceptance tactics**: Such tactics are deployed to tolerate loss events with low frequencies of occurring and low potential impacts. In layperson’s terms, management takes no action in deploying such tactics as loss events are considered to be harmless.

4.3. Loss Control and Loss Control Strategies in South African SMMEs

According to previous studies (Smit, 2012; Siwangaza, 2013) South African SMMEs make use of customised internal control initiatives and customised risk management practices to mitigate and manage risks which, in turn, are regarded as inadequate and/or ineffective in relation to providing reasonable assurance surrounding the attainment of business objectives. This view is placed in perspective by more recent studies (Bruwer and Van Den Berg, 2015; Bruwer and Siwangaza, 2016) where it was found that these business entities mostly made use of internal control initiatives and risk management practices which were regarded as popular, just for the sake of having such initiatives and practices. Moreover, these customised initiatives and practices were found to have no positive influence on the overall sustainability of these business entities (Bruwer et al., 2013; Bruwer, 2016; Bruwer et al., 2017). Thus it is of no surprise that South African SMMEs make use of a mixture of loss control strategies to mitigate and manage risks, which mainly relate to avoidance tactics and sharing tactics (Boubala, 2010; Luper and Kwanum, 2012; Verbano and Venturini, 2013).

Using the above as a basis, when focus is placed on the loss control evident in South African SMMEs, it is highly probable that these business entities do not make use of loss control at all. Therefore the inference can be made that the customised internal control initiatives and customised risk management practices within South African SMMEs results in the transformation of risks (both identified and unidentified) to actual loss events which, in turn, are not mitigated and/or managed to a great extent.
5. Conclusion

Since South African SMMEs operate in a harsh economic environment, it becomes apparent that there is a dire need for these business entities to make use of sound internal control initiatives and sound risk management practices. Unfortunately the current internal control initiatives and risk management practices which are utilised by these business entities are deemed to be inadequate and/or ineffective – as supported by the dismal sustainability-rate of South African SMMEs. For this reason it is highly likely that both identified risks and unidentified risks may transform into actual loss events without it ever being identified, prevented and/or detected; actual unidentified loss events cause damage without being properly mitigated and/or managed.

6. Avenues for further research

Stemming from the research conducted, the following avenues for further research, inter alia, should be considered:

- The effectiveness of internal control initiatives in South African SMMEs compared to best practices (frameworks).
- The effectiveness of risk management practices in South African SMMEs compared to best practices (frameworks).
- The efficiency of internal control initiatives in South African SMMEs compared to best practices (frameworks).
- The efficiency of risk management practices in South African SMMEs compared to best practices (frameworks).
- The feasibility of developing a formal loss control framework for South African SMMEs.
- The feasibility of developing formal risk management practices for South African SMMEs.
- The feasibility of developing formal internal control initiatives for South African SMMEs.
- The applicability of objectives in South African SMMEs in relation to sustainability.
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